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User application form 
FBS4 Online Services Daimler Truck AG (FBS4 extended rights)* 

Note: Please fill in the form online on a PC and print it out afterwards!
For each user a separate application must be filled out. Login may only be accessed by the corresponding user. Common usage is not allowed. 
In case of anomalies the Daimler Truck AG reserves the right to remove the access to the system immediately. 
* Mercedes-Benz Trucks and Mercedes-Benz Bus 

Information on workshop: 
Dealer/Own Retail/ GD: 
Company Name: Dealer/Customer No. 
Street: 
Zip-/Post-Code: City: 
Country: 

Details on the XENTRY Flash FBS4 user: 
First name: Name: 
Department: Daimler Truck USER ID: 
Phone: 

Role:  
FBS4 extended rights for key programming and key 
track enabling ☐ New/Change ☐ Delete

PRECONDITION: The user must provide the training certificate T1938F - handling of the XENTRY Diagnosis processes 
and the proper awareness of TRP (theft-relevant parts) including vehicle keys 

Details on the FBS4 users supervisor2: 
2 Authorized dealers and Daimler Truck Employees: Min. E3 or a comparable position. 

First name Name: 
Department Position in company: 
Phone 
Email 

With my signature I confirm that I will comply with all items listed in the "Security Checklist for XENTRY Flash" and will submit it to the user. 

Date City - company stamp-- Signature of the XENTRY Flash supervisor2 

Date City Signature of FBS4 user 

Please send the completed and signed application form to: 
email address is not defined      Define email address for your MPC/GV/TG here and set font color to white (for hide) 
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Security checklist and preconditions for XENTRY Flash  user roles 
Please read the checklist carefully and confirm, by signing the “Application XENTRY Flash user roles“, 
that all items listed below will be fulfilled. 
 
Liability 
The XENTRY Flash user roles are product components of XENTRY Diagnosis and are therefore subject to the known "General 
terms and conditions for using applications, data content, and other documentation provided by Daimler Truck AG". 
Application for a user implies acceptance of the aforementioned conditions in their current version. 

 
PC hardware and software 
• Compliance with the specifications of the general terms and conditions as well as the user guide and user manual for the 

used diagnosis hardware 
 
XENTRY Flash User, -Supervisor, User ID, Passwort 
• Application for XENTRY Flash user IDs takes place exclusively via the application form which must be signed by the 

responsible E3 or a person bearing responsibility of an equal level (e.g. accountable general manager) 
Additionally the form has to be signed by the XENTRY Flash user itself.   

• The employee with XENTRY Flash user authorization is absolutely trustworthy. 
• The password and user ID combination is only known to the respective user and may not be communicated to third 

parties, not even to supervisors, IT administrators, etc.! 
• The user ID and requested user roles belongs to one user and must not be shared with other users. 
• If an employee with approved user/programming authorization leaves the company or is assigned to other duties, then 

the respective responsible administrator must be informed in writing so as to initiate deactivation of the user. Any 
change, including name changes (e.g. due to marriage), must be accordingly reported to avoid unnecessary confusion.  

• When a new user ID is applied for, only the responsible person is notified via email. 
• A password reset can be applied for to the respective administrator by the documented responsible party or by the user 

himself providing clear and unmistakable identification. 
 

Preconditions and guidelines oft the user roles 
• The given preconditions and guidelines for role assignment must be fulfilled. 
• Requested training certificates, legible copy of the ID card must be included. 
• Only application forms that are complete and legible (block letters) will be processed.  
 
Vehicle information stored on portable device 
• Information of a customer vehicle, which were stored on a portable device must be stored separately (lockable room) 
• The device and files must be destroyed once its validity has expired. 

 
General security requirements for the protection of theft-relevant parts (TRP) and - information 
(TRI) 
• The processing instructions for the protection of theft-relevant parts (TRP) and - information (TRI) in After-

Sales and Wholesale as well as the resulting country-specific adjustments must kept for all employee  while 
handling the FBS online services. For the theft security of TRP/TRI the respective markets are responsible. 

 
Non-observance of the above-listed items can lead to labor law or contractual consequences as 
well as the deactivation of the user or operation. 
 
The Daimler Truck AG reserves the right to remove access for user roles, user accounts or of the 
company. 
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